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	Reason for change:
	There are several ENs that related to CMBR monitoring in UPF in section 4.15.6.13.2. For now, only QoS monitoring for single UE can be exposed by UPF. 

There are two way forwards to introduce the CMBR in UPF. 

Firstly, introducing the new event exposure in UPF as CMBR monitoring. But due to in the Nnef_MultiMemberAFsessionWithQoS_Create request, there may be several UEs to be monitored. And the UPF that serving these UEs may not be the single one. For example, the UPF 1 may serves UE 1 to UE 5, and the UPF 2 may serves UE 6 to UE 10. So, before exposed the CMBR monitoring result, if the CMBR monitoring is introduced in UPF and there are several UPFs serving different UEs, these UPFs should also coordinate the result of CMBR monitoring and the final CMBR monitoring results calculated at NEF still needed. But, if the UEs are all served by the same UPF, it is possible that the UPF exposes the CMBR monitoring result. 

Secondly, still reusing the QoS monitoring for single UE. And the UPFs that serving each UEs exposure the QoS monitoring results to NEF respectivly. The NEF is responsible for calculate the final results of each QoS monitoring result added together. 

Reusing the QoS monitoring mechanism is enough, and one enhancement in UPF is, if the some of the UEs in request are served by the same UPF, it is possible that the UPF exposes the monitoring result that the individual QoS monitoring results added together. And, the NEF is responsible for calculate the final results of each QoS monitoring + serveral monitoring result that the individual QoS monitoring results added together.

For the direct or indirect event exposure notificaiton, that in R17 edge computing, the UPF can expose the QoS monitoring to local NEF directly. This mechanim can be reused in AIML cases.


	
	

	Summary of change:
	Doesn’t introduce new UPF event. Reusing the QoS monitoring for single UE. 

If some of the UEs are served by the same UPF, the UPF can expose the monitoring results that individual QoS monitoring result of each UE added together to NEF. 


	
	

	Consequences if not approved:
	It is unclear how to realize the CMBR monitoring in UPF. 
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* * * Start of Change 1 * * *

[bookmark: _Toc131528109]4.15.6.13.2	Procedures for Creating a Multi-member AF session with required QoS for a list of UEs


Figure 4.15.6.13.2-1: Procedures for creating Multi-member AF sessions with required QoS for a list of UEs
1.	The AF sends a request to reserve resources for AF sessions for a list of UEs using Nnef_MultiMemberAFsessionWithQoS_Create request message (a list of UE address, AF Identifier, Flow description information or External Application Identifier, QoS Reference or individual QoS parameters, Alternative Service Requirements (as described in clause 6.1.3.22 of TS 23.503 [20]), QoS parameter(s) to be measured, Reporting frequency, Target of reporting, optional an indication of local event notification, Consolidated-MBR Threshold, DNN, S-NSSAI) to the NEF. The AF may, instead of a QoS Reference, provide one or more of the following individual QoS parameters: Requested 5GS Delay (optional), Requested Priority (optional), Requested Guaranteed Bitrate, Requested Maximum Bitrate, Maximum Burst Size and Requested Packet Error Rate. The optional Alternative Service Requirements provided by the AF shall either contain QoS References or Requested Alternative QoS Parameter Set(s) in a prioritized order as described in clause 6.1.3.22 of TS 23.503 [20]. The AF may provide QoS parameter(s) to be measured as defined in clause 5.46 of TS 23.501 [2], Reporting frequency, Target of reporting, optional an indication of local event notification as described in clause 6.1.3.21 of TS 23.503 [20]. To activate the Consolidated-MBR monitoring, the AF shall include the UL bitrate or DL bitrate as defined in clause 5.46 of TS 23.501 [2] in the QoS parameter(s) to be measured, Aggregated-MBR Threshold, and the Target of reporting set to the NEF.
	In order to calculate the CMBR monitoring results, still reusing the QoS monitoring mechanism for each UEs. And the UPF exposes the QoS monitoring results to NEF, and the NEF adds the QoS monitoring results together to compare with Consolidated-MBR threshold. If the some of the UEs in Nnef_MultiMemberAFsessionWithQoS_Create request are served by the same UPF, it is possible that the UPF exposes the monitoring result that the individual QoS monitoring results for each UE added together. And, the NEF is responsible for calculate the final results of each QoS monitoring + serveral monitoring result that the individual QoS monitoring results added together.
Editor's note:	Proper reference to the UPF Event Exposure needs further clarification.
Editor's note:	Whether and how to leverage direct or indirect UPF event notification is FFS.
Editor's note:	Whether and how to activate the Consolidated-MBR monitoring during the create procedure is FFS.
Editor's note:	The name of the service is FFS.
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of QoS authorized for the AF. If the authorisation is not granted, all steps (except step 5) are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed. The NEF generates the Transaction Reference ID and associate the list of UE address received from the AF to the Transaction Reference ID.
3-4.	The NEF finds BSF serving the UE IP address(es) using NRF and then for each UE IP address, the NEF uses Nbsf_Management_Discovery service operation, providing the UE IP address to discover each PCF for the PDU Session.
	Steps 5-10 applies for each UE address in the list of UE addresses.
5.	The NEF provides the UE address and the received parameters in step 1 to the PCF in the Npcf_PolicyAuthorization_Create request.
6.	Step 4 in Figure 4.15.6.6-1 applies except the PCF sending the response message to the NEF. The PCF generates authorized QoS Monitoring policy according to the information provided from the NEF in step 5 and provides PCC rules with the policy to the SMF as described in clause 6.1.3.21 of TS 23.503 [20]. The SMF configures the UPF to perform QoS Monitoring as described in clause 5.46 of TS 23.501 [2].
	If the some of the UEs in Nnef_MultiMemberAFsessionWithQoS_Create request are served by the same UPF, it is possible that the UPF exposes the monitoring result that the individual QoS monitoring results for each UE added together.
Editor's note:	Proper reference to the UPF Event Exposure needs further clarification.
7.	The PCF sends the Npcf_PolicyAuthorization_Create response message to the NEF.
	Another alternative way to expose the result to NEF is, the UPF sends the notification related with QoS monitoring information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond the local NEF/NEF as described in step 4 in section 6.4.2.1 of TS 23.548[x].
8.	If the NEF receives the Npcf_PolicyAuthorization_Create response, the NEF sends a Nnef_MultiMemberAFsessionWithQoS_Create response message (Transaction Reference ID, Result for list of UE address) to the AF. Result for list of UE address includes whether the request is granted or not for every UE address in the list of UE address.
9.	Step 6 in Figure 4.15.6.6-1 applies.
10.	Step 7 in Figure 4.15.6.6-1 applies.
Editor's note:	Whether and how to leverage direct or indirect UPF event notification is FFS.
11.	The NEF sends Nnef_MultiMemberAFsessionWithQoS_Notify message with the aggregated resource allocation status events to the AF.
12.	Based on the parameters received in step 5, the QoS Monitoring events are reported to the NEF.
Editor's note:	Proper reference to the UPF Event Exposure needs further clarification.
13.	The NEF sends Nnef_MultiMemberAFsessionWithQoS_Notify message with the aggregated QoS Monitoring events to the AF. If the NEF received Consolidated-MBR Threshold, the NEF aggregates the bitrate received from step 10 and if the aggregated bit rate exceeds the Consolidated-MBR Threshold, the NEF sends the event report for Consolidated-MBR Monitoring which includes the aggregated QoS Monitoring event for bitrates and the indication whether the aggregated bitrate is exceeded or not. If the Reporting Frequency received from the AF is periodic, the NEF periodically sends the event report for Consolidated-MBR Monitoring to the AF.
The AF may send Nnef_MultiMemberAFsessionWithQoS_Revoke request containing the Transaction Reference ID to the NEF in order to revoke all the AF sessions related to the Transaction Reference ID. The NEF authorizes the revoke request and triggers the Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for every UE in the list of UE address associated with the Transaction Reference ID.

* * * End of Change * * *
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